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Abstract

In an extremely volatile business environment, all companies have to deal with a wide
range of risks that pose threat to their organization longevity. Traditional risk
management is not sufficient to handle modern risks or to fully take advantage of them.
Risk management needs to be done centrally, across all the organization’s functions,
with a common approach and a common set of goals. Enterprise Risk Management can
be used as a solution to this issue and if implemented properly can be used by any
organization as a tool to help maximize its profits, minimize its losses, and increase the

overall value generated.

One of the problems researchers face when investigating the implementation of ERM is
the lack of a robust method for evaluating the level of implementation and integration of
ERM in an organization’s functions. This thesis addresses the aforementioned problem
by proposing a reliable ERM measurement method. For the purposes of this thesis, a
questionnaire was created which was communicated and answered by companies all
over Greece. The data gathered were evaluated and graded with the use of dedicated
grading matrixes which were then used as an input for a maturity model. Based on this
information, the maturity level for each organization was assessed, as well as a general
overview of the maturity level in Greece was defined. Furthermore, by analyzing the data,
an insight was gained on the practices used by Greek companies regarding to risk

management and the business tools that they use.



1. Introduction

1.1.Background and context

In a world overflowing with data and information it is very crucial for all organizations to
be able to identify the threats and opportunities in their environment. Even though it is
quite common in businesses such as investing or actuaries to focus on the potential
scenarios that may arise from uncertain situations, the approach of most businesses use
to be done in silo view, focusing on specific areas, and mostly dealing with the negative
aspects and the repercussions for what could go wrong. As the years passed and with
the changes made in the ISO 9001, ISO14001 and ISO 45001 standards, more and more
organizations started to analyze the risks they were facing but, in most cases, there was

no cross-function management of these risks.

Both risk and uncertainty can have major impacts on every organization, so it is apparent
that they have to observe, manage and control numerous internal and external variables
that affect the risk and uncertainty, as well as their potential outcomes. They are also
concerned with their ability to predict and manage both positive and negative outcomes
that result from various kinds of risk. The goal of every organization is to protect and
create value for their shareholders by identifying and proactively managing risks and
opportunities. Enterprise Risk Management (ERM) is the evolution of the traditional risk
management and consists of the methods and processes used by organizations to
manage their risks in order to mitigate their threats and take advantage their
opportunities in the full scope of the organization. ERM offers a risk management system
that typically involves defining specific events or situations related to the goals of the
company, evaluating them in terms of probability and extent of effects, determining a

response plan, and monitoring process.

Companies in Greece were on the verge of moving past the consequences of the
financial crisis of 2009 when a new unforeseeable event occurred, the COVID-19
pandemic. In situations like this it becomes apparent that in order to manage the risk of
an organization, sufficient preparation and appropriate infrastructure must be in place.
This thesis will attempt to investigate the level of preparedness Greek companies have for

dealing with uncertainty.



1.2.Research Objective and Questions

ERM can be a useful tool for any organization to achieve its objectives, in most cases by
improving their performance. The recent global crises (both the past economic and the
current healthcare) made proper risk management a necessity for all businesses. The
importance of ERM and the growth of ERM implementation means there is a need for a
reliable ERM diffusion measurement method to explore whether ERM practices can be

found in organizations.

The findings of this research will provide empirical evidence of the diffusion of ERM in
Greek companies, as well as identify which practices are being used in the country when

it comes to risk management.

Within this thesis, the theoretical background of ERM will be presented, highlighting the
core elements of an ERM system and the most prevalent frameworks. By the end of the

thesis the following research questions will be answered:

o What is the level of diffusion of ERM in Greek Companies?
¢ What is the approach of Greek Companies regarding different risks?

o How familiar are Greek companies with different business tools related to ERM?

Lack of measurement and quantitative data is one the biggest problem when it comes to
assessing ERM implementation. This thesis provides an approach to ERM measurement
that can be applied to other segments of the global market and provide an overview of
the ERM implementation. The scoring methods and scales used can also be

implemented to other researchers when investigating the level of maturity if a process.

The finding of the research can be used as a basis for further analysis by other
researchers, input materials by companies to improve their risk management
performance or even, analysts and investors who require information about the current

status of Greek companies.

1.3. Outline of the Thesis

This thesis will consist of six chapters. In the first chapter an overview of the study will
be presented along with the aims and goals of the research. In chapter two the literature
review will be conducted which will focus on providing the definitions for risk, risk

management and enterprise risk management followed by an analysis of the basic



concepts of ERM as well as an overview of the most prevalent frameworks around ERM.
In the next chapter the methodology of the research will be presented, including the
creation of the questionnaire that was used for data gathering in this research. In chapter
four the results of the questionnaire will be presented and in chapter five they will be
further analyzed. The conclusion of the research will be presented in the last chapter.
The questionnaire and the cover letter that was used for this research will be available

in the annexes.



2. Literature review

2.1.Introduction

In this chapter the fundamentals of risk and risk management are established. Starting
with a review of the terminology and the evolution of Enterprise Risk Management in the
past years, an analysis of the relevant literature is done. Continuing, the focus is placed
on the implementation of an Enterprise Risk Management system, its components, and

the prevalent frameworks.

Risk is a part of everyday life and it affects both individuals and companies equally. No
organization can avoid taking at least some risks, as this is a necessary part of its
business activity and evolution. When facing a risk an organization must be able to
identify it and assess its impact on the organization’s goals. A risk can have outcomes
that may be considered as positive, negative, or even both. This chapter explores the

concepts of risk and uncertainty, as well as risk management, in the first section.

Continuing, the evolution of risk management is explained, based on the need for
transition from the traditional approach. Enterprise risk management is seen as a solution
to the problems of traditional risk management as, as it goes beyond the silo-based
approach to of traditional risk management within an organization by taking a holistic
approach. The purpose of this approach is to have a common method of risk
management in an organization, that is oversighted by the management and is used as
input in the decision-making process. As a result, internal, strategic, operational,
compliance, reputational, and other complex risks can be dealt on a joint basis providing

the ability to merge risk and achieve consistency.

In the final section of the chapter, the most prevalent enterprise risk management
frameworks are presented with a deeper view on the ISO 3100 and the COSO
frameworks. Even though the approach is different, similarities in the basic components
of the two frameworks can easily be identified. This thesis will be based on these
components, how can they be implemented in a company and how easily is it to identify

them.

2.2.Enterprise Risk management

2.2.1. Risk Definition

Risk is a very common term, but it can have many connotations. According to (Lexico)

the origin of the word risk comes “from the “French risque (noun), risquer (verb), from

8



Italian risco ‘danger’ and rischiare ‘run into danger”. The Cambridge dictionary (1995)
definition of risk is “The possibility of something bad happening”, whereas Oxford
university’s (1884) is “a situation involving exposure to danger”. Both meanings
emphasize the negative aspects of a risk and are used to show negative consequences.
When the Society for Risk Analysis formed a committee to define "risk", concluded, that
it might be better not to make such a definition. Kaplan (1997) said that each researcher
should define and explain clearly what their risk definition is. It is therefore crucial in this
thesis to set a basis of the definition of risk to have the right definition and link this "risk"

definition with risk in the context of business.

The word risk, depending on the situation or who you may ask, can have many terms
related to it such as danger, hazard, chance, probability, gamble, or uncertainty. Even
though these terms are often used interchangeably, they can be very different. Risk can
be attributed to the uncertain consequences that an event might have, which can be
either positive or negative. There is a sense of the relative level of the event’s probability
and is unlike uncertainty, which only considers an event where the probability is unknown
(Pritchard, 2010).

Risk derives from uncertainty. According to Boritz risk is defined as “the possibility of loss
as a result of a combination of uncertainty and exposure flowing from investment
decisions or commitments” (1990). It can be said that risk is a mixture of uncertainty,
possibility and chance that will happen in the future and can have both a positive and

negative impact.

It is apparent that risk is everywhere, not only for companies, but also for anyone who
experiences uncertainty about a future event that might result in an unexpected or
adverse outcome. This can be called “risk”. Ansell and Wharton (1992) concluded that
the meaning of the word “risk” has changed overtime "from one of simply describing any
unintended or unexpected outcome, good or bad, of a decision or course of action to one
which related to undesirable outcome and the change of their occurrence”. Therefore,
risk can have a wide range from a positive to a negative event and it might be appropriate
to apply the risk definition of Ansell and Wharton (1992) in this thesis, who said: "A risk

is any unintended outcome of a decision or course of action.".

A description of risk has been given by several authors. Risk, in an organizational context
is traditionally described as anything that can affect the achievement of the company’s
goals, or as a negative event that could disturb performance. Hopkin (2012) summarized

the definition of risk in the business context, as shown in Table 2.1:



Table 1 Definitions of risk (in the context of business)

Organization Definition of risk
Effect of uncertainty on objectives. Note that an effect may be
ISO Guide 73 positive, negative, or a deviation from the expected. Also, risk is

ISO 31000 (2009) ' often described by an event, a change in circumstances or a

consequence.
IRM (Institute of o o . _
Risk Risk is the combination of the probability of an event and its
is
consequence. Consequences can range from positive to
Management, _
negative.
2002)
“Orange Book” _ o o
Uncertainty of outcome, within a range of exposure, arising from
from HM o ) - )
a combination of the impact and the probability of potential
Treasury (HM

events
Treasury, 2004)

) The uncertainty of an event occurring that could have an impact
Institute of _ ) o )
on the achievement of the objectives. Risk is measured in terms

Internal Auditors o
of consequences and likelihood.
) Event with the ability to impact (inhibit, enhance, or cause doubt
Alternative o i . .
o about) the mission, strategy, projects, routine operations,
definition by

_ objectives, core processes, key dependencies and / or the
Hopkin (2012) . .
delivery of stakeholder expectations.

Different definitions are presented to show that there is a wide range to the nature of risk
that can have an impact in an organization. The International Organization for
Standardization in its relative standard the 1SO 31000, linked the risk with the effect it
may have in the organization’s objectives. The same approach is taken by the Institute
of Internal Auditors. The UK government and the IRM take a more general approach
focusing on the probability and consequence of events, which may be more easily
applied. The term risk is defined in very different ways by many organizations, institutes,
and scholars, additionally over the years new terms have been discussed the complicate
the meaning even further. To that point, Hopkin proposed his definition for business risk
to be "An event with the ability to impact (inhibit, enhance, or cause doubt about) the
mission, strategy, project, routine operation, objective, core process, key dependencies
and/or the delivery of stakeholder expectations” (Hopkin, 2012). The aim of this definition

is to bring the word risk into organizations in a practical way.
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To sum up, enterprise risk involves any risk or uncertainty that consist of both negative
and positive outcomes. When facing the downsides, the goal is to minimize the surprise
factor as well as any kind of loss by applying detection, preventive, and provision
measures. On the other hand, for the positive outcomes, the goal is to be able to take

advantage of the opportunity and maximize the gain an organization can get from it.

2.2.2. Risk management evolution

Risk management has evolved over time from a basic risk transferring approach, to
structured systems forming an integral part of core enterprise functions, driven by
compliance risk management regulations. When a risk arises, the way anyone chooses
to interact with it can be considered as management. From the appearance of the homo
sapiens and his decisions on how to handle the many uncertainties of his environment,
to the highly regulated field of Finance and Banking the management strategies vary by

a wide margin.

In business context, it is clear that insurance may be regarded as the first stage in risk
management. Even as far as the 17" and 18" century, when ships sailed to the new
world, before departure there were deals and contracts in place that could compensate
both ship owners and crew members in case of specific things going wrong. An
organization can control risk by reducing possible negative consequences through

insurance.

Formal risk management programmes traced back to the 1950s as a result of the
insurance management function in the US, and the emergence of the concept of
contingency planning emerged in the 1960s, which became essential to businesses. The
high costs of insurance and as it was insufficient to fully cover businesses, risk
management became a more prevalent method to safeguard assets and control the
business operation. At this point, risk management would initially concentrate again on
managing only the downsides, with no consideration of the possible upside of events
(Buehler, Freeman, & Hulme, 2008). During the 1970s emphasis was placed on the
concept of cost-benefit and effective risk management transitioned along this path
leading the total cost of risk consideration in the 1980s. Financial institutions and the
adoption of project management techniques, helped the integration of risk and financial
prospective and in 1990 we start to see the use of risk management tools and practises
in order to deal with market, credit and operational risk for financial institutions. The next

step in the evolution process the need to protect shareholder value so there was a
11



transition from insurance to the concept of protecting the business. Risk management
evolved into accepting and taking advantage of the fact that risk may have both positive
and negative outcomes and that insurance actually is just one way of dealing with

potential hazards and risks.

In the early 1990s the term “Traditional Risk Management” (TRM) (Power, 2004)comes
in play a risk involves the external environment of the organisation including aspects like:
competitors, legal, medical, markets; business strategies and policies: capital allocation,
product portfolio, policies, business process execution: planning, technology, resources;
people: leadership, skills, accountability, fraud; analysis and reporting: performance,

budgeting, accounting, disclosure and technology and data (Stroh, 2005).

At the eve of the 215 century the paradigm shifted from the transfer of the risk to third
parties, to the optimal management of the risk and opportunities by minimising the level
of risk itself (Hopkin, 2012). Even though opportunities and hazards were considered
equally, the effective risk management was hindered by the fact that risks were regarded
on a “silo” basis, meaning each process would manage the risk affecting their operations

individually in a way that fitted their structure and their capabilities.

Maijor financial scandals including Enron, Worldcom, Bernand Madoff, etc. showed that
organisations should adopt an overarching risk management system, something that
was highlighted by the Sarbanes-Oxley Act of 2002 in the US. The role of Chief Risk
Officer was created and the transition to Enterprise Risk Management (ERM) was
considered in corporate governance as a solution to the problems of the Traditional Risk
Management. Many ERM frameworks where formed at this time, as the financial crisis
of 2008 showcased the need for a more holistic approach than the TRM and the
necessity of an approach that would handle both external and internal risks, with the goal

of increasing the shareholder’s value.

Similar to the definition of risk, the definition of risk management varies and depends on

who provides them as shown in Table 2.2 (Hopkin, 2012).
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Table 2 Definition of risk management

Organization

ISO Guide 73
ISO 31000 (2009)

IRM (Institute of
Risk
Management,
2002)

“Orange Book”
from HM
Treasury (HM
Treasury, 2004)

London School of

Economics

Business
Continuity

Institute

Hopkin (2012) concluded that the proper definition may be “The set of activities within an

organisation that is undertaken to deliver the most favourable outcome and reduce the

Definition of risk

Coordinated activities to direct and control an

organization with regard to risk

Process which aims to help organizations understand,
evaluate and take action on all their risks with a view to
increasing the probability of success and reducing the
likelihood of failure

All the processes involved in identifying, assessing and
judging risks, assigning ownership, taking actions to
mitigate or anticipate them, and monitoring and reviewing

progress

Selection of those risks a business should take and those
which should be avoided or mitigated, followed by action

to avoid or reduce risk

Culture, processes and structures that are put in place to
effectively manage potential opportunities and adverse

effects

volatility or variability of that outcome.”.

Throughout time the goal of risk management has been the same, to control uncertainty

to the biggest degree possible and ensure the best possible outcome for the goals of the

organisation.

2.2.3. Enterprise risk management

Enterprise risk management differs from the traditional version in the way it approaches
each risk. ERM bring the integration and holistic view that is missing from TRM by

combining different types of risk and integrating them into the organisation’s overall
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objectives (Rodriguez and Edwards, 2009). In contrast, TRM often is a victim of tunnel
vision by using a silo-based approach. Silos are formed when an organisation handle
each type of risk as separate inputs and with no consideration or evaluation on the
implications to other risks and aspects of the organisation (Pagach & Warr, 2010). ERM
promotes a better platform that allows organisations to have a better image of all the
foreseen risks and thus, gives them the opportunity to effectively evaluate, prioritise and
determine which risks should be accepted, mitigated or avoided in an holistic review
process. With the use of ERM, the appropriate risk management strategy is formed by
adopting an enterprise-wide risk management process with the participation of
employees from all levels and positions in the organisation (Rodriguez & Edwards,
2009). According to Banham (2007) the essential differences between TRM and ERM,

are shown in Table 2.3.

Table 3 Essential differences between TRM and ERM

TRM ERM

Risk as individual hazards Risk in the context of business strategy
Risk identification and assessment Risk portfolio development

Focus on discrete risks Focus on critical risks

Risk mitigation Risk optimization

Risk limits Risk strategy

Risks with no owners Defined risk responsibilities

Haphazard risk quantification Monitoring and measuring of risks
“Risk is not my responsibility” “Risk is everyone’s responsibility”

2.3. Strategic and Business Risks

A risk is can be categorised as “strategic” (may it be an opportunity or a threat) if it has
the capability to affect an organisations viability. In their 2006 published paper, Neil Allan
and Louise Beer (2006) explored how organisations and different management systems
acquire information from both the external and internal environment in order to properly
handle these types of risks. The study showed that most risk management systems had
a weakness in the evaluation of strategic risk due to the dependency on qualitative
approaches in the lines of statistical analyses and historic data that could not provide

sufficient future forecasts.
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There are many techniques that an organisation can use in order to identify its risks
(strategic or otherwise). For example, staring with a PEST analysis (Political, Economic,
Socio-Cultural & Technological macro-environmental factors) leading to the SWOT
analysis (identification of Strengths, Weaknesses, Opportunities & Treats) is one of the
simplest ways to classify risks coming both the organisation internal and external
environment. Porter's Five Forces Analysis could be considered an advancement to
SWOT analysis, even though Porter’s method focuses on the competition in the market.
By assessing the threat of substitutes, the threat of new entrants, bargaining power of
suppliers, bargaining power of buyers, and industry rivalry the competitiveness of an
industry can be determined so the organisation can set its strategic objectives based on
the competition and the specificities and current status of the industry. This could be
seen as a risk assessment done prior to deciding the strategic objectives in the

organization

In order to achieve an effective management of strategic risk an organisation should

follow five critical steps (Frigo & Anderson, 2011):

1. Assess the maturity of the ERM practices related to its strategic risks
Conduct a strategic risk assessment
Review the process for strategy setting, including the identification of related
risks

4. Review the processes to measure and monitor the organization’s performance
(Key Performance Indicators)

5. Develop an ongoing process to periodically update the assessment of strategic

risks

From another point of view, Levine (2013) suggested the Goals-Progress-Strategy
(GPS) method for the management of risks related to strategic objectives. The 3 phases
of this method consist of the clear articulation of the strategic objectives (Goals), followed
by the establishment and monitoring of indicators and progress measures (Progress),
and finally based on the results of the other two phases the refinement of the Strategic
elements such as “business tactics, risk mitigations, go/no-go decisions or overall

strategic course” (Strategy).

It is evident that the silo approach of the TRM does not suffice to manage the biggest
and most crucial risks of an organisation, and in order for an ERM to be able to do, it
must be grow into a high level of maturity. ERM serves as a tool used to minimise viability
hazards and enables organisations to gain significant advantages when it comes to

opportunities. Once the organisation reaches the necessary level of maturity and adopts
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the appropriate risk management practices, it will greatly be benefited by acquiring a risk-

based outlook and therefore a risk-based knowledge.

2.4.Basic components of an Enterprise Risk Management system

This section summarises the basic concepts of an effective Enterprise Risk Management
system. Separated in 4 distinct phases, the core elements that should be evident in every
ERM system are presented. Even though depending on the organization and its context,
they may differ in the approach and possibly in the terminology used, these phases can

be used to identify the process of ERM in every organization.

2.4.1. Understanding of the context and implementation of basic structures

Risk governance consists of all processes and mechanisms used for making decisions
about which risks are taken and how they are implemented (Renn, 2008). In order to
achieve the optimal results, an organisation must facilitate the needs of the selected risk
management system by establishing internal structures such as processes, policies,
reporting and recording tools etc. These structures must be integrated to the existing
management system and the goal is to cultivate a common risk management culture,

understood and followed by everyone int the company.

A lot of risks may be connected to different aspects of the organization, and when
different risk owners within the organization individually manage risks separately (silo
approach) the organization may lose significantly in value creation, if it does not address
them in conjunction with each other. Starting from basic concepts like having a common
risk language, to the creation of a common risk registry, the organisation must transition
from the TRM method of silos to the To adoption of a common approach when it comes
to risks. The basic concept of ERM is to pivot from the separate management of risks, to
a unifying and more integrated approach to managing overall risk (Hoyt & Liebenberg,
2011).

Depending on each organization, different methods may be the correct choice. Enabling
effective risk assessment and appropriate risk treatment requires a thorough
understanding of the of the context of the organization and establishment of the scope
the ERM is applied.
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The first requirement of ISO 9001 is the understanding of the organisation and its
context. According to the standard: “The organization shall determine external and
internal issues that are relevant to its purpose and its strategic direction and that affect
its ability to achieve the intended result(s) of its quality management system. The
organization shall monitor and review information about these external and internal
issues.” (Quality management systems — Requirements). This is a generic approach
that should be followed when it comes to the applications of ERM as well. The fist step
in the design and implementation of the ERM is the understanding of the need and
expectations of the interested parties, the mapping of the processes of the organisation,
and the scope that the ERM is applied. Since all the above can change with time, the

results of this process must be reviewed and revised often.

At this point, apart from the internal environment the organization must also assess the
external environment which should include the social and cultural, political, legal,
regulatory, financial, technological, economic, natural, and competitive aspects.
Depending on the situation the scope of the analysis may be international, national,
regional or local to define the key drivers and trends that could affect the objectives of

the organization.

Before an organization can begin to effectively manage its risks, a clear set of objectives
must exist, including a vision and operating principles. Upon establishment of these
concepts, they must be clearly articulated and communicated to every member of the
organization (depending on the impact they have on them). Unless there is a clear
strategy and clear goals, risk management cannot be efficient since with no vision of the
“end goal” there is no way to assess what is the best way to reach it. The objectives must

also be quantified so the results can be evaluated accordingly.

When these objectives are set, the company must have a clear philosophy towards risk
management. The organization’s risk appetite, the context of the organization, its values,
and its code of ethics will dictate what this philosophy is. ERM safeguards that there is a
process in place to align the objectives with the established risk philosophy and risk
appetite. The term “Risk Appetite” relates to the amount and type of risk that an
organization is willing to pursue or retain (International Organization for Standardization,
2009) and should not be confused with the term “Risk Tolerance” that describes the
acceptable level of variation relative to achievement of a specific objective (Rittenberg &
Martens, 2012). The Management of the organisation sets the objectives and then (with
the concurrence of the appropriate stakeholders) articulates the risk appetite that is to

be applied for the pursuit of this objective. The extend that the organisations considers

17



the objective achieved or not achieved is defined by the risk tolerance. Both concepts
are crucial to the ERM as guideline for the diffusion of the risk culture and as benchmarks

of the outcomes of the process.

2.4.2. Risk identification

The first step in risk management is the risk identification. An organisation must be able
to perceive changes in its environment and deduct any risks occurring from them. In
order to do so, the organisation must have the appropriate receptors in place for all
aspects of its operation. These receptors vary allot, depending on the complexity of the
environment and the stakeholders related to the organisation, and must work in
conjunction with each other. One of the simplest methods of risk identification is the
consultation of members within the organisation as they can have a better view on many
issues that the management at another level my not be able to perceive. There is no
singular risk identification method that is able to cover everything, so should be several

of should be in place at any given time.

Having identified the risks, next comes the assessment. There are many techniques for
risks assessment, such as the Bayesian analysis, Business impact analysis, Cause-
consequence analysis, Fault tree analysis, Monte Carlo simulation, etc. so depending on
the risk at hand the appropriate method should be used. in order to identify the gravity of
a risk, the simples (and most common) way is to define the likelihood of the risk
happening and the consequences it may have on the objectives of the company it this
happens. Risk matrixes are widely used to depict this approach, where the values of the
aforementioned variables are multiplied, and a total is calculated. In an Enterprise Risk
Management system, the final assessment of any risk must be comparable to any other
risk assessment, and the terms and scales used compatible with each other. This is one
fundamental aspect of ERM, the transition from a silo approach where each function
deals with its own risks, to a unifying approach where all risks are evaluated in

conjunction with each other.

Based on the assessment of the risks and the risk appetite, a prioritisation of the risks
take place. It is not realistic to assume that all identified risks will be address at the same
time, so a prioritization ranking must take place. The final ranking order can be the result
of different factors such as the gravity of the risk, the available resources at the time of

the assessment or in the future, or the impact on the organisation’s objectives.
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All risk identified an any point, regardless of the outcome, should be recorded in an
accessible risk registry. In this registry both horizontal (affecting one function) and
vertical (affecting several functions) risks should be found and used to facilitate future

risk identification and assessments.

2.4.3. Risk treatment

When a risk has been identified and properly assessed, the next step of the enterprise
risk management process is to plan and perform the necessary actions to control it. From
here, an organisation can choose to avoid, accept, share, or reduce any risk. One of
these courses of action is followed for each event based on a company’s risk appetite
and tolerance. During the planning of the actions, it is important to include control points
for each risk, so efficient monitoring can be achieved. All actions decided must also

include the planning for the required resources, including time and manpower.

Every selected risk must have an appointed risk owner. In a silo approach risk owner
might ignore significant risks that they consider to be outside their own operation or
business unit. Therefore, it is crucial for an organization to have risk awareness, be
accountable and take more proactive action to manage risk in a holistic way that will
increase the value created (Barton, Shenkir, & Walker, 2002). Enterprise Risk
Management requires all employers that manage risk outside the scope of their own
work to take more responsibility and improve coordination than they do with traditional

risk management.

2.4.4. Communication and monitoring

The last component of an ERM system is the way it tracks its performance and
communicates its results. The purpose of monitoring is to ensure that the overall risk
management process is executed and controlled as the planning process is constructed
and actively proceeds. Monitoring is an essential component needed to achieve effective
risk management, which must be done on a timely basis and integrated into every
process as a part of the general culture (Chapman, 2012). It can be used to compare the
outcomes of the process with the results predicted by the risk assessment and therefore
improve future performance. Also, data coming from the monitoring can be used as

inputs for the process in a feedback loop, for example identifying new threats and
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opportunities, or help in the better understanding of upcoming risks. When possible the
outcomes of the ERM should be verified and validated. Verification involves checking
that the analysis was done correctly. Validation involves checking that the right analysis
was done to achieve the required objectives (ISO Guide 73, Risk Management -

Vocabulary).

Communication is crucial to the implementation of all risk management procedures and
the monitoring of risk in general. Any information regarding risk must be communicated
in an appropriate manner and in good time. Appropriate communication methods must
be active across the organization, at every level. Furthermore, a common set of reports
need to be established across the organization to assure common terminology and avoid
time wasted interpreting unfamiliar formats. Common reports ensure the all risks are
communicated and understood every stakeholder and provide timely information on the

current risk position and trends, initially top-down, then drilling down to the root cause.

The purpose of all the above actions is to include the outcomes of the risk management
process into the decision-making process from the management. Even if the process is
applied correctly and all aspects are integrated in the day-to-day business of the
organization, unless the information created is not used where necessary minimal value

will be created.

2.5.ERM frameworks

In this section the most prominent ERM frameworks and risk management standards are
examined, presenting their similarities and differences. The need of structured risk
management practices in organisations that could have high applicability in different
fields of business and regions led to the development of numerous risk management
frameworks and standards by academics, practitioners, and guidance-setting
organisations from different backgrounds (financial, insurance, safety, government,
environment, engineering fields etc.), or international standard bodies. The aim of these
frameworks is to provide guidance on the effective risk management approach, while

providing a thorough analysis on the basic principles and the implementation methods.

Various risk management frameworks and standards are available worldwide, including
self-assessment models, generic, problem or industry-based frameworks and standards,
which provide standardised guides and measures recommended for developing

successful risk management programmes. Based on a worldwide survey conducted by
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the International Organization for Standardization (2011) the two most prevalent risk
management standards were 1ISO 31000 (Risk Management Guidelines) and the COSO
2004 ERM frameworks (with the newest version arriving in 2017), so the thesis will focus
mostly on them. The chosen framework and standard will be examined from a general

and comparative perspective of their practical aspects.

2.5.1. 1ISO 31000 Standard — Risk Management Guidelines

ISO 31000 was published in 2009 (ISO31000, 2009) as the Principles and Guidelines on
Implementation by the International Organization for Standardization, which was revised
from the Australia/New Zealand risk management standard (AS/NZS 4360). The current
version (at the time of writing) was published in 2018 and it describes a set of guidelines
intended to streamline risk management for organizations. According to the standard
“fISO 31000 is designed to be used by] any public, private, or community enterprise,

association, group or individual.” (International Organization for Standardization, 2018) .

The risk management standards of ISO 31000 intent to be used widely, across all
industries, organisation, and business types, to offer the best structure and guidance to
all operations regarding risk management. Same as other ISO standards, ISO
31000:2018 is part of a larger family of risk management standards, generally referred
to as ISO 31000. The current version of ISO 31000 family consists of:

e [S0O 31000:2018 (Risk management — Guidelines)
e ENIEC 31010:2019 (Risk management — Risk Assessment Techniques)
e [ISO Guide 73:2009 (Risk Management — Vocabulary)

These standards work in conjunction with each other as provide the tools for the
understanding, evaluating, and managing risks in a way that can be applied to all
organizations regardless of their size or composition. ISO 21500 (Guidance on project
management) could also be considered as a part of this family as it includes integrating

project management principles with ISO 31000 for risk management.

ISO 31000:2018 is also designed to connect with the High-Level Structure (HLS)
introduced in the latest revision of ISO 14001 standard (Environmental Management)
and adopted by the other commonly applied standards ISO 9001 (Quality Management)
and the recent ISO 45001 (Occupational health and safety).
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Table 4 HLS and ISO 31000 structures

HLS structure
1. Scope
2. Normative references
3. Terms and definitions
4. Context of the organisation
5. Leadership
6. Planning
7. Support
8. Operation

9. Performance evaluation

10. Improvement

ISO 31000 Structure

1.

2
3
4.
5

Scope

Normative references

Terms and definitions

Principles

Framework

5.1. General

5.2. Leadership and commitment
5.3. Integration

5.4. Design

5.5. Implementation

5.6. Evaluation

5.7. Improvement

Process

6.1. General

6.2. Communication and consultation
6.3. Scope context and criteria
6.4. Risk assessment

6.5. Risk treatment

6.6. Monitor and review

6.7. Recording and monitoring

With the focus on the risks and opportunities in ISO 9001, 14001 and 45001 standards

the use of (HLS) helps to avoid confusion, misunderstandings and produces less

duplication. Even though ISO 31000 is not certifiable, auditors (internal or external) and

practitioners will have the ability to use a core set of generic requirements across

different industry sectors. The International Organization for Standardization intents to

transition to the HLS structure in all management system related standards, as well as

use common terms and definitions.
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As seen in figure 2.5 the standard consists of 8 core principles whose purpose is to

create value for the organisation.

Figure 1 1SO 31000 Principles

Continual
Improvement

Integrated

Structure
Human and

Cultural
Factors Value Creation
and
Best Protection
Available
Information

(International Organization for Standardization, 2018)

These principles clearly describe the most important factors for an effective and efficient

risk management framework, according to ISO 31000.

Following the standard presents the framework itself with the definition being “a set of
components that support and sustain risk management throughout an organization”
(International Organization for Standardization, 2018). Specifically, ISO 31000 defines
six distinct areas that make up the framework for risk management with the most crucial

being “leadership and commitment” so it is placed in the middle in figure 2.6.
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Figure 2 ISO 31000 Framework

Integration

Improvement

Leadership and
Commitment

Implementation

(International Organization for Standardization, 2018)

The eight principles presented above are connected to the areas defined in the
standard’s framework. The principles act like objectives, describing what needs to be
done, and the framework provides the necessary information on how to achieve those

objectives.

The final part of the standard describes the management process which involves the use
of policies, procedures, and practices to the activities of communicating and consulting,
establishing the context and assessing, treating, monitoring, reviewing, recording, and
reporting risk. The core building blocks is the risk assessment and treatment with the fist
containing all actions needed in order to get the best possible input, and the latter
focuses on the response to each risk depending on the organisations risk tolerance and

appetite. This process is illustrated in Figure 2.7
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Figure 3 1SO 31000 Process
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(International Organization for Standardization, 2018)

2.5.2. COSO Enterprise Risk Management — Integrated Framework

The Committee of Sponsoring Organizations of the Treadway Commission (COSO) was
organized in 1985 to sponsor the National Commission on Fraudulent Financial
Reporting, an independent private-sector initiative that studied the causal factors that
can lead to fraudulent financial reporting. It also developed recommendations for public
companies and their independent auditors, for the SEC and other regulators, and for

educational institutions.

The first ERM related publication by COSO in 1992 was the (Internal Control — Integrated
Framework). It provided a comprehensive framework for organizations to assess and
improve their internal control systems and was very popular, especially in the USA. In
the following years, as a result of the big financial scandals like Enron and regulations
like Sarbanes-Oxley Act, organizations started to realize there was a gap in the internal
control framework. While it was effective in minimizing risks related to fraudulent
behaviour and regulatory compliance, it was unable to assess which risks the

organization needed to control. This realisation led COSO in cooperation with the public
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accounting firm Price Waterhouse Cooper (PWC) to create a new framework in 2004,

the (Enterprise Risk Management — Integrated Framework).

Both frameworks use a three-dimensional cube to depict their core content. The face of
the cube presents the risk management process components, the top slices the entity's

objectives, and the side columns are the organizational units of the entity.

Figure 4 COSO 1992 and 2004 cubes

Internal Environment

e Setting

1 Event Ide}ntiﬁcation

Information & Communication

Monitoring

(COSO, 1992) & (COSO, 2004)

As seen in figure 4, the transition from just an internal control framework to a full scale
ERM approach was done with the addition of some core elements. “Strategic” was
included as a new objective, related to the strategic goals of the organisation.
Furthermore, the existing five management components (Control Environment, Risk
Assessment, Control Activities, Information & Communication, Monitoring Activities)
expanded with tree new ones, the Internal Environment, the Event Identification, and the

Risk Response to reach a total of eight.

Although, the 2004 version included strategic objectives as a category, the reason for
including it was to ensure the organization’s strategies “align with operations, reporting,
and compliance activities.” (COSO, 2004). This framework focused more on what can
be audited rather than managing threats and opportunities, which provides the actual

value of ERM, with many practitioners feeling that the solely concern was internal control.

In June of 2017, COSO published a new ERM framework titled (Enterprise Risk
Management Framework - Integrating Strategy and Performance). Even though it did
not introduce many new concepts, its focus on the integration of ERM with strategy-
setting and performance with a deeper consideration on the role of corporate governance
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and culture. Even with a glance at the new proposed structure it was apparent that there

was a shift from the traditional and rigid cube to a new flowing double helix.

Figure 5 Components of ERM - 2017 COSO Standard
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(COSO, 2017)

The new framework is now depicted with five components in different colours positioned
between intersections of the multi-coloured ribbons. The relationship between these
components, the ribbons, and the terms within the ribbons, is not initially clear. At a
further examination it can be seen that the colour of each of the components appear in
the ribbons in 2 groups, and the integrations of these components leads to the path that

is needed to crate enhanced value.

The five components, Governance and Culture, Strategy and Objective-Setting,
Performance, Review and Revision, Information, Communication, and Reporting in turn
consist of a total of 20 different principles. Seventeen of the twenty ERM components
from the 2017 Framework are discussed in the 2004 Framework though, not in nearly as
much detail. Components 9 (Formulates Business Objectives) & 11 (Assesses Severity
of Risk) have subtopics that are not included in the 2004 version, whereas the concepts
included in Component 8 (Evaluates Alternative Strategies) are not addressed almost at
all. Regardless of the similarities of the two frameworks, the depth of the discussions is
not equal. The new framework places focus on the principles of Governance & Culture

and Strategy & Objective-Setting as these two principles require an increased ERM
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responsibility to the highest levels of management and create an ERM (Prewett & Terry,

2018). The comparison between the components of the latest 2 version can be found in

the table below:

Table 5 Comparison of 2004 & 2017 ERM Frameworks

2017

Component

Governance and

Culture

Strategy &
Objective-
Setting

Performance

Review and

Revision

Information,
Communication,

and Reporting

B O =

10.

11.

12.

13.
14.
15.
16.
17.

18.
19.
20.

L. 2004
2017 Principle
Component
Exercises Board Risk Oversight
Establishes Operating Structures
Defines Desired Culture
Demonstrates Commitment to Core Internal

Values Environment

Attracts, Develops, and Retains Capable
Individuals6. Attracts, Develops, and
Retains Capable Individuals

Analyses Business Context

Defines Risk Appetite

Evaluates Alternative Strategies Objective Setting

Formulates Business Objectives

Event
Identifies Risk
Identification

Assesses Severity of Risk Risk Assessment

N . Rik Response &
Prioritizes Risks
control Activities

Implements Risk Responses Risk response
Develops Portfolio View
Assesses Substantial Change
Reviews Risk and Performance Monitoring
Pursues Improvement in Enterprise Risk

Management

Leverages information and technology

Communicates risk information information and

: communication
Reports on risk culture and performance

2.5.3. Comparison of ISO and COSO ERM frameworks

Comments

Most key
concepts missing
Some key

concepts missing

Some key

concepts missing

Different risk management frameworks often have different structures, requirements,

and terminology. In this section a comparison will be made of the two most prevalent risk
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management frameworks, 1ISO 31000 and COSO ERM (2017), by bringing the models

in common ground and highlighting their similarities and discrepancies.

Starting with the common aspects, none of them are certifiable as both serve more as
guidelines for the practitioners. Especially ISO 31000 aims to provide guidance on the
components of a risk management framework. Since risk management should
be tailored to each organization, it is only logical that the standards are really guidelines.
It is up to each company to implement the guidelines, based on their cultural aspects
and their needs. The universal application is also helped by the fact that both frameworks
have been updated within the last three years, so they have adapted to meet the current
market needs and simplified their understanding and implementation, even though the
ISO 31000 states that it is not intended to promote uniformity of risk management across

organizations (Rubino, 2018).

When looking in the aims and scope of the two frameworks strong similarities can be
found. Both expand the scope of risk management to encourage organisations to take
risks rather than just trying to limit negative impacts, thus increasing the value created.
They also embed risk management in the decision-making process, which is needed to
ensure that the organisation is taking the right risks in the right amount. The importance

of this is highlighted by both documents.

The differences between ISO 31000 and COSO naturally outnumber the similarities.
These can be the descending factors for organizations on which standard they have

chosen. The biggest differences can be summarised in the bellow points (Wiliams, 2019):

1. General structure: Since ISO 31000 is created by an international standards
organization, it is expected to have a more standardized structure. The standard
can be read easily and quickly as it has only 26 pages. COSO has more than
200 pages and does not adhere to any kind of common “structural” pattern, but
it includes more visual resources provides a greater level of detail regarding the
principles and focus points.

2. Focus: Because of its origins in audit and internal control, COSO focuses more
on corporate governance. While ISO focuses almost exclusively on risk and
incorporating it in the strategic planning process. It also provides more specific
inductions to help Top Management to better define and fulfil their risk oversight
responsibilities.

3. Target: Even though the 2017 version of COSO has a greater emphasis on
strategy, it can be argued that the standard is more focused on accounting and

auditing purposes, thus it was designed to meet auditing needs. On the other
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hand, ISO 31000 can be used by anyone interested in risk management. Since
it is fully compatible with other ISO standards that could already be in use, many
organizations end up opting for ISO 31000.

Writing process: I1SO, as stated by its name, is an international organisation so
the standards issued by the organisation are created with the contribution of
many countries around the world. In the case of ISO 31000 people from more
than 70 countries commented on it before its review in 2018. Contrary, COSO is
a USA based organisation and their standard was developed in partnership with
PwC, one of the “Big Four” accounting and consulting firms and almost all
principal contributors for the latest update were in USA.

Risk appetite: The 2017 version of COSO goes into great detail regarding the
concepts of risk appetite, tolerance, and capacity and also presents many visual
examples. In the initial version of ISO 31000 (2009) none of the above concepts
were mentioned at all. The recent version only briefly mentions the topic of risk
“criteria” and uses different terminology than other resources.

Value: ISO 31000 places more emphasis on helping organizations accomplish
their goals rather than simply avoid negative outcomes of risks. It is perceived
that COSO’s 2017 update it is encouraging risk “hunting” or more precisely is
risk-centric, even though it focuses more on achieving objectives.

Structure and processes: The ISO standard provide a clear distinction between
the concepts of framework and process. While the process outlined is quite
simple, it goes into detail on the actual elements of risk identification, and
assessment. COSO combines these two concepts. but the framework mentions

the actual process of risk management only in one component.

Table 6 Comparison of ISO 31000 and COSO ERM 2017 frameworks

Stages of ERM ISO 31000 COSO ERM 2017
Understanding the Governance and
organization and its Establishing the Culture
internal and external Context Strategy and
context Objective-Setting
R'S.k m anagement Risk assessment Performance
activity
Cont‘rol gct/wt/es and Rlsk_tre_atment . Blrenias e Bevietan
monitoring Monitoring and review
Communicate and :
. Information,
Information and consult L
N . Communication and
communication Recording and .
. Reporting
reporting



Adapted from (A Comparison of the Main ERM Frameworks: How Limitations

and Weaknesses can be Overcome Implementing IT Governance, 2018)

This is only a brief overview of the similarities and differences between the two proposals
since a detailed analysis would be needed to cover everything. It cannot be stated that
either approach is universally better the other as this depends on the organization it is
applied to, its needs, its culture, the maturity, its structure and so on. The implementation
of an enterprise risk management system is a very complex activity, and many factors

should be considered before deciding what approach will be followed.
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3. Methodology

3.1. Introduction

This chapter presents the research methodology and approach that is used to perform
the survey. With the deployment of a questionnaire, this thesis will attempt to assess the
Enterprise Risk Management implementation in the Greek market. The questionnaire
has been distributed to over 5000 companies across Greece, from a variety of fields and
sizes. According to the answers received and the use of a maturity model, each company
will be graded with an implementation rank, the sum of which will be investigated. Based
on the answers the thesis will attempt to quantify the risk appetite of Greek companies

as well as highlight the use of the most common business tools related to the ERM.

3.2. Sampling method

From the five main ways to collect the data needed, meaning observation, interviews,
focus groups and questionnaires the latter was selected. Given the subject it was
considered the best option, as it provides the opportunity to carefully structure and
formulate the data collection plan with precision and allows the participants to fill them at
a convenient time and think about the answers at their own pace. Also, a questionnaire

sent by email can reach companies all around Greece in the shortest amount of time.

The mailing list was provided by the University of Piraeus and consisted of 6260
companies from all over Greece. Apart from the contact information and the field of
business no economic or size indicators were available, so no filtering was on the
provided list. All were sent in the span of approximately one month, and the end of the
survey was set at two weeks after the final questionnaire was sent. The email sent can

be found in Annex 2.

As expected, the response rate was very low. From the 6260 questionnaires sent only
98 valid answers were received amounting to a 0.15% rate of response. Along with the
risk of not being able to verify the participants, low participation are the biggest

downsides of this method.
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3.3.Development of the questionnaire

The questionnaire was created with the on Google forms for the ease of use that it
provides. Even though it was addressed to the Chief Executing Officer, Members of the
Top Management of the Risk Manager, to further assist the participants as much as
possible, the choice was made for the questionnaires to be made in Greek. Given the
wide diversity of the recipient backgrounds, familiarity with the topic and general
business term knowledge the use of the Greek language was preferred (with the addition
of some terms in English when considered necessary). The full questionnaire can be

found in Annex 1.

In the introduction of the questionnaire a brief introduction was placed mentioning the
topic of the survey, the authors identity and contact information, the supervising

professor, and of course the university and Its logo.

The selected 25 questions can be grouped in 6 different groups:

1. Questions 1-4 & 21-25

This group consists of mostly demographic and general questions, aiming to

collect data regarding the size, field of business and the role of the person
answering in the company. Two questions can also be found in this group
regarding the recent COVID-19 pandemic, since it is a recent risk worth looking
into.

2. Questions 5-12 & 14

This group, and each of the three following relate to the basic concepts of ERM.

Starting with the understanding of the context and basic structures, the questions
of this group aim to identify the organisation of each company, the scope of the
ERM and their risk appetite.

3. Question 13
Question 13 consists of a matrix with a 5-point Likert agreement scale, measuring
the existence and integration of risk identification structures. In order to assess
the integration level, the participants were asked to select how easily and quickly
a newcomer would recognise the risk identification, assessment, prioritisation,
etc. structures existing in the company.

4. Questions 15-16

Risk treatment methods and their efficiency are not easy to quantify at this scale

with the use of a general questioner. With this limitation the questions of this
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group focus on the frequency that Top Management takes into amount the
outcomes of ERM and plans actions for specific risks.
5. Questions 17-19

These questions are related to the last concept of ERM, communication and

monitoring. In this group the frequency of the review of the ERM is requested as
well as if there is a dedicated way of reporting the outcomes of the ERM.
6. Question 20

Question 20 focuses on common busines tools that can be used by any
company to assist in the ERM implementation. Again, with the use of a matrix
the participants were asked to fill in their affiliation and knowledge with specific
types of tools, and if they are used in the company.

3.4.Data analysis

Due to the simplicity of the data collected, Microsoft Excel was chosen as the tool for
visualisation and analysis. In order to better depict the answers basic techniques were
sues in the lines of grouping of similar answers, counting the frequency of each answerer

or calculation the selection of each answer in percentages.

To evaluate the maturity of level of the companies regarding the ERM the author used a
maturity model which is a way to show how capable an organization or system is of
achieving continuous improvement in a particular discipline. Various maturity models
exist depending on the topic examined, so for the implementation of ERM the Capability
Maturity Model was selected (Paulk, Curtis, Chrissis, & Weber, 1993). Maturity level
defines the degree of formality and optimization of a processes, from ad hoc practices,
to formally defined steps, to managed result metrics, to active optimization of the
processes. The main purpose of the model was to improve existing software

development processes, but it can be more broadly applied to a range of processes.
The maturity levels are:

e Level1-Adhoc

e Level 2 — Repeatable
e Level 3 — Defined

e Level 4 — Capable

e Level 5 — Efficient
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3.5. Profile of the participants

From the 98 replies, the vast majority were answered by the CEO of the company or an
equivalent role, and 42% belonged to a larger organization or group. Further information

regarding the profiles of the participants follow.

3.5.1. Business fields

Most answers were received from companies working in ether the food (15), trade (12)
or construction (10) sectors, as seen the bellow table. Even with some singular entries,

participation from more than 25 different fields has been achieved.

Table 7 Business field of the participants

Business Field No of replies
Food

Other

Trade

Construction

Crafts

Internet services
Transportation
Energy industry
Finance

Computer software and applications
Telecommunications
Industry

Health services
Engineering
Chemicals
Agriculture
Restaurants
Shipping

Public services
Clothing and textiles
Livestock

Arts
Pharmaceutical
Petroleum and natural gas
(Blank)

— — )
_l;_\A_\_n_\A_\_\—\AI\)I\')I\)I\)OJOO(ﬂU'IU'IU'lOMwm
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3.5.2. Years in operation

61% of the participants were in operation prior to the year 2000. From there, in
increments of 5 years a similar distribution can be noted, with the exception being the “1
— 5” bracket (6%).

Years in operation

ml-5
m5-10
u10-15
m15-20
= Over 20

Figure 6 Years in operation for the participating companies

3.5.3. Number of employees

Regarding the size of the companies in terms of employees, a close to even distribution
can be found skewed a bit toward first two brackets, with the companies employing up

to 24 people consisting of 41% of the sample size.
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Number of employees

ml1-9
m10-24
u25-49
m50-99
m100 - 199
H200 - 500
= Over 500

Figure 7 Number of employees of the participating companies

3.5.4. Turnover

The majority of the participants (27%) reported that in 2019 had a turnover between 1
and 5 million €. The second largest percentage is the smallest bracket (up to 1 million €)
with 24% followed by the highest bracket (over 40 million €). The other segments of the
participants were 14% for the 20-40 million € bracket, 9% for the 10-20 million € bracket
and 8% for the 5-10 million € bracket.
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2019 Turnover

u Up to 999,999€

® 1,000,000€ - 4,999,999€
5,000,000€ - 9,999,999€

= 10,000,000€ - 19,999,999€
®20,000,000¢€ - 39,999,999€
= Over 40,000,000€

Figure 8 2019 Turnover for the participating companies
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4. Data analysis & interpretation

4 1.Introduction

This chapter presents the initial survey findings on the diffusion of Enterprise Risk

Management in Greek companies. The questions are grouped in six different categories:

General information

Understanding the context of the organization
Risk identification competency

Risk treatment competency

Communication and monitoring competency

o~ b=

Other information

The order of that the questions were organized and presented in this chapter does not
necessarily align with the above 6 categories, since the questionnaire was structured in
a way to be friendlier to the participants. As the general information gathered from
questions 1 to 4 and 23 to 24 was presented in the previously, in this chapter the results

of questions 5 to 22 will pe presented.

As expected, the response rate was quite low (1,5%), since the answers collected were
only 98 from total of over 6500 questionnaires sent. Even though the survey was done
at a scope covering all of Greece and the questionnaire could be answered by almost
every company, Itis only natural to be able to find a larger representation of the enquired

structures in bigger companies.

No difficulties were observed during their completion of the questionnaires given that
they were targeted to Risk Managers or members of the Top Management, however a
few phone calls were made to the Author in order to clarify the content and the purpose

of the survey.

The consolidation of the results and the creation of the figures was made with the use of
Microsoft excel. In some questions text questions, the answers have been grouped in

order to depict a more comprehensive result.

All and answers have been translated in English since the questionnaire was in Greek

(Appendix A).
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4.2.Results

4.2.1. 1SO Certifications

Question no 5: Is the organization certified with any of the following standards?

63% of the surveyed companies had at least one of the 3 most popular ISO certifications.
Most of them (58%) were certified under ISO 9001 (Quality management), followed by
ISO 14001 (Environmental Management) with a percentage of 29% and lastly 13% had
an I1SO 45001 or OHSA 18001 certificate (Occupational Health and Safety). All three of
the aforementioned standards have dedicated sections to risk management, so its is very

interesting to see the correlation with ERM.

Is the organization certified with any of the following
standards?

ISO 9001

ISO 14001 29%

ISO 45001 13%

No 37%

Figure 9 Response to the question: Is the organization certified with any of the following
standards?

4.2.2. Enterprise Risk Management frameworks

Question no 6: Does the organization follow any specific framework Enterprise Risk
Management?

The overwhelming majority (81%) of the surveyed companies did not follow any specific

Framework for Enterprise Risk Management. For the ones that did, 5% followed 1SO

40



31000, 4% followed the COSO ERM 2017 framework, 3% still use COSQO’s 2004 version,
2% is allocated to CAS (Casualty Actuarial Society) ERM framework and 1% is given to
the BRC (Food Safety Management Systems) standard. Safety officer, Special
consultant and Customer Trade Credit Insurance answers also received 1% along with

the answer “l don’t know”.

Does the organization follow any specific framework
Enterprise Risk Management?

No 81%

ISO 31000
COSO ERM 2017
COSO ERM 2004
CAS ERM

BRC

Customer Trade Credit Insurance

Special consultant
Safety officer I

| don’t know I

Figure 10 Response to the question: Does the organization follow any specific framework
Enterprise Risk Management?

4.2.3. Risk Manager

Question no 7: Is there a dedicated role in the organization’s chart relate to the ERM? If

it does not exist but is managed exclusively by someone else, please fill his job role in
the field “Other”.

The role of Risk Manager only exists in 12% of the companies studied in the survey. In
the rest of the companies that role exists but is not a dedicated position in the
organization chart, ERM is managed by people in the department of Finance (4%),
Quality (3%) and HR (1%), the parent company (2%), the Board of Directors (2%), the
Managing Partner (1%) or it is outsourced (1%). However, the most common answer

was that this ole does not exist at a percentage of 71%.
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Is there a dedicated role in the organization’s chart relate
to the ERM? If it does not exist but is managed exclusively
by someone else, please fill his job role in the field
“Other”.

No 71%

Yes 12%
Financial Department
Quality Department
Parent company
Board of Directors
Outsourced
Managing Partner
HR Department

| don't know

s =)

Figure 11 Response to the question: Is there a dedicated role in the organization’s chart
relate to the ERM?

4.2.4. General Risk Appetite

Question no 8: Which of these statements do you believe better describes your

organizations approach when it comes to risk management?

The purpose of the following question is to investigate the risk appetite of the surveyed

companies. Based on an adaptation of the risk appetite scales given by the UK Treasury

(2006) and Rob Quail (2012), the participants were presented with 6 choices regarding

their risk appetite:

1. Averse: Avoidance of risk and uncertainty is a key Organizational objective

2. Minimalist: Preference for ultra-safe business delivery options that have a low
degree of inherent risk and only have a potential for limited reward.

3. Cautious: Preference for safe delivery options that have a low degree of
residual risk and may only have limited potential for reward.

4, Flexible: Willingness to take strongly justified risks while expecting some level
of uncertainty.

5. Open: Willing to consider all potential delivery options and choose the one

42

that is most likely to result in successful delivery while also providing an

acceptable level of reward.



6. Hungry: Eager to be innovative and to choose options offering potentially

higher business rewards, despite greater inherent risk.

6% chose “Averse”, 15% “Minimalist”, 21% “Cautious”, 23% “Flexible”, 33% “Open” and
only 2% chose “Hungry”.

Which of these statements do you believe better
describes your organizations approach when it comes to
risk management?
m 1. Averse

Avoidance of risk and uncertainty is a key Organizational
objective

m 2 Minimalist
Preference for ultra-safe business delivery options that 2%6%
have a low degree of inherent risk and only have a
potential for limited reward.

& 3.Qautious
Preference for safe delivery options that have a low
degree of residual risk and may only have limited potential
for reward.

m 4.Flexible
Willingness to take strongly justified risks while expecting
some level of uncertainty.

m5.0pen
Willing to consider all potential delivery options and
choose the one that is most likely to result in successful
delivery while also providing an acceptable level of reward.

u6.Hungry
Eager to be innovative and to choose options offering
potentially higher business rewards, despite greater
inherent risk.

Figure 12 Response to the question: Which of these statements do you believe better
describes your organizations approach when it comes to risk management?

4.2.5. Risk Appetite for specific types of risks

Question no 9: Given that every company manages differently the risks based on its

nature, please fill in the table your company’s approach for each of the risk types based

on the interpretation of terms from the previous question.

Having seen the overall risk appetite of the company we move forward to the approach
in separate risk families. Counting the times each approach choice was selected we can
see that the most popular answer was “Averse” with 163 cumulated answers, followed
by “cautious” with 136, “Minimalist” with 135, “Flexible” with 117, “Open” with 102 and

“Hungry” with only 19. The option “Not assessed” was selected 58 times.
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What is your company's approach for the each risk type

.

Flexible Open Averse Cautious Minimalist  Hungry ass'::tsed
H Reputation & public image 17 11 27 12 16 8 6
® Financial 13 16 21 23 12 1 6
u Strategic 16 23 8 17 19 8 6
H Operational 18 17 10 18 21 8 5
= Compliance 15 11 27 16 16 0 5
m Environmental & Social 16 10 21 15 19 4 5
m Cybersecurity 7 7 28 20 16 4 8
m Political 15 7 21 15 16 1 17

Figure 13 Response to the question: Fill in your company’s approach for each risk type

4.2.6. Scope of the ERM (Turnover)

Question no 10: At what percentage of the annual turnover (percentage of customers)

the organization applies ERM?

37% of the participants reported that the ERM is applied only up to 19% of the company’s
turnover or customers, which may include the possibility of the no implementation of
ERM at all. Up to 39% received a 14%, up to 59 received a 18%, up to 79% received a
9% and up to 100% received 23%.
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At what percentage of the annual turnover (percentage of
customers) the organization applies ERM?

m Up to 19%
m20% - 39%
140% - 59%
m60% - 79%
180% - 100%

Figure 14 Response to the question: At what percentage of the annual turnover
(percentage of customers) the organization applies ERM?

4.2.7. Scope of the ERM (Processes)

Question no 11: In which of the organization’s processes is the ERM applied?

Given the origins and sometimes the interpretation of ERM, it is expected to see that the
process in which the ERM is most consistently applied is Finance (68%) followed closely
by Accounting and Sales (58%) and of course Management (57%). Near the 50 % mark
we find Quality and improvement and near it Legal (48%), Information Technology (47%),
Customer Support / After Sales (46%), Supply Chain (43%), Marketing (42%) and
Product Development (39%). The lowest percentages are found in the processes of

Human Resources (34%) and Research & Development (29%).
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In which of the organization’s processes is the ERM applied?
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Figure 15 Response to the question: In which of the organization’s processes is the ERM
applied?

4.2.8. Established performance tracking (Key Performance Indicators)

Question no 12: In which of the organization’s processes are there specific and quantified

objectives and tracking?

Continuing form the question 11, the aim of this question is to define if there are
established goals and objectives in the company and if the management is able to track
their status. Similarly to Figure 13, We find the presence of performance tracking in
Finance (70%) and Sales (69%) leading the answers but after that there is a big gap
between them and the next process which is Customer Support (59%). Starting form the
biggest percentage the rest of the processes are Management (56%), Marketing (53%),
Quality and improvement (52%), Accounting (47%), Product Development (45%),
Supply chain (43%), Information Technology (38%), Research and Development
(31%), Human Resources (30%) and Legal (24%).
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In which of the organization’s processes are there specific and
quantified objectives and tracking?
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Figure 16 Response to the question: In which of the organization’s processes are there
specific and quantified objectives and tracking?

4.2.9. Established structures and procedures related for the ERM:

Question no 13: If a new member arrives, how quickly and easily will he ascertain that in

the organization the following structures are established

In order to investigate the extent in which the ERM is integrated in the company’s
organization, the viewpoint of a newcomer was requested. The questions relate to some
of the core aspects of ERM: Structures and Roles, Risk Identification, Evaluation,
Prioritization & Recording, and Input method for monitoring the company’s environment.
Using a 5-point Likert scale, we see that for the majority of the aspects, most answers
tend to be on the negative side with the exceptions being the existence of procedures of

risk identify and change monitoring as seen in figure 17
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Figure 17 Response to the question: If a new member arrives, how quickly and easily
will he ascertain that in the organization selected core aspects of ERM are established

Question no 14: In what way does Top Management distribute resources (material and

4.2.10.

If a new member arrives, how quickly and easily will he
ascertain that in the organization there are established:

9% 14%
21%

23%
27%

21%
18% 20%

Structures and Procedures for

ERM recording of risks

12%
23%

24%

19%

Procedures for
roles related to  identifications and  evaluating the
severity of the

risks

12% 9%

18% Ve

19%

16%

Procedures for Procedures of
prioritization of recording
risks previously
identified risks

19%

17%

Procedures for
monitoring
changes in the
external and
internal
environment

mDisagree ®Probably disagree ® Neither agree nor disagree ®Probably agree ®Agree

Provision of resources for ERM

manpower) for the ERM?

In order to discover if there is a systematic distribution of resources for the ERM, question
14 referred to the frequency Top management does so. 33% answered that the is no
specific distribution, 34% that it is done according to the situation, 18% that it is a part of
each process plan, 13% that it is a part of the annual plan and only 2% that it is done

formally, with a higher frequency of once per year.
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In what way does Top Management distribute resources
(material and manpower) for the ERM?

® There is no specific distribution

m According to the situation

ultis a part of each process’s
planning

u |t is a part of the annual plan

® Formally, with a higher
frequency than once per year

Figure 18 Response to the question: In what way does Top Management distribute
resources for the ERM?

4.2.11. Inclusion of the ERM outcomes in the decision-making process

Question no 15: How frequently does Top Management include the results of ERM in

the decision-making process?

In continuation to question 14, in this question the participants we asked to answer how
frequently Top Management includes the results of ERM in the decision-making process.
Starting with the highest frequency, 23% chose “Always”, 31% chose "Often”, 37% chose
“Sometimes — When needed” and 9% chose the option “Rarely”. The option “Never” was

not chosen by any of the participants.
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How frequently does Top Management include the results of
ERM in the decision making process?

u Often

m Never

i Sometimes — When needed
m Always

m Rarely

Figure 19 Response to the question: How frequently does Top Management include the
results of ERM in the decision-making process?

4.2.12. Action setting for selected risks

Question no 16: How often does Top Management sets specific actions for identified

risks?

Staying in the same topic, question 16 refers to the risk response actions. Using the
previous scale we see that 9% chose “Always”, 24% chose "Often”, the majority with
51% chose “Sometimes — When needed”, 14% chose the option “Rarely” and 2% even

chose the option “Never”.
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Top Management sets specific actions for identified risks:

u Often

= Never

= Based on the situation
= Always

u Rarely

Figure 20 Response to the question: How often does Top Management sets specific
actions for identified risks?

4.2.13. Review of the effectiveness of the actions set

Question no 17: How often does Top Management review the outcomes of the actions

taken for specific risks?

The next step after the action setting and implementation is the review of their
effectiveness. With the use of a more specific frequency scale, 6% reported that the
review is done on a monthly basis, 16% at least every 3 months, 18% at least every 6
months, 14% at least every year, however most participants 46% reported that this

review is done “when needed”.
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Top Management reviews the outcomes of the actions taken for
specific risks:

14.4%

m At least every 3 months
m \When needed

i At least every 6 months
® Every month

H At least every year

Figure 21 Response to the question: How often does Top Management review the
outcomes of the actions taken for specific risks?

4.2.14. ERM performance review

Question no 18: How often does Top Management review the performance of ERM?

The effectiveness of the actions set is an entirely different concept from the performance
of Enterprise Risk Management system in place. According to the results of the survey
this is done mostly (51%) “When needed”. The participants who selected specific
timeframes chose mostly “at least every 6 months” (20%), followed by “at least every
year” (18%) and equally (6%) “at least every 3 months” & “Every month”,
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Top Management reviews the performance of ERM:

u At least every 3 months
= \When needed

i At least every 6 months
= Every month

u At least every year

Figure 22 Response to the question: How often does Top Management review the
performance of ERM?

4.2.15. ERM reporting to Top Management

Question no 19: Is there a dedicated procedure regarding the ERM reporting to the Top
Management?

The final question regarding the Top Management is regarding the ERM information and
reports. The question asked is if a specific reporting procedure regarding the outcomes

of ERM exist at which 71% responded negatively.
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Is there a dedicated procedure regarding the ERM reporting to
the Top Management?

HYes

= No

Figure 23 Response to the question: Is there a dedicated procedure regarding the ERM
reporting to the Top Management?

4.2.16. Busines and ERM tools

Question no 20: Fill in your affiliation with the presented business tools

The process of risks management is very complex, and several tools can be used to
facilitate it. Question 20 revolves around some tools that can be used by a company in
order to assist in the application of some core aspects of ERM and risk management in
general. The 14 tools (or practices) used in the survey in broad strokes can be separated

in 6 categories, even though many of them can be included in more than 1.

e Transversal
o Formalized management review
o Quality tools (i.e.6 sigma, Pareto)
o Systemic feedback from the employees
o Cooperation with external consultants
e Gathering of Input

o Surveys regarding the organization’s public image
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o Customer satisfaction surveys
o Subscriptions to media outlets
o Systemic updates for changes in the legislation
o Systemic updates for changes in the tax legislation
o Participation in forums concerning the core business
e Data analysis
o ERP software
o Business intelligence software
¢ Risk analysis
o Risk matrixes
e Risk treatment

o Cybersecurity software

The participants we asked to provide their (and in extension, their company’s) affiliation

with these tools, and the results are presented in Table 8.

Table 8 Response from the question: Fill in your affiliation with the presented business
tools

| am aware of It has been

I have heard it, but it is not used in the Itis used
of it frequently
used past

Risk matrixes 26 34 13 20
Surveys regarding the

organization’s public image 19 34 25 17

Customer satisfaction 11 28 20 34
surveys

ERP software 12 22 7 52

Business intelligence 23 43 7 21
software

Subscriptions to media 13 20 29 41
outlets

Cybersecurity software 9 8 9 68

Systgm/c upda.rtes .for 15 19 13 47
changes in the legislation

Formalized managemgnt 16 30 16 32
review

Quality tools (i.e.6 sigma, 31 44 7 12
Pareto)

Systemlc upda_ztes 'for 12 17 21 44
changes in the tax legislation

P_an‘lc:pat/on in fo_rums 11 26 23 34
concerning the core business

Systemic feedback from the 12 25 28 29
employees

Cooperation with external 15 26 19 34
consultants
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If we visualize the data from table 8 and use percentages, we can easily see the
popularity of the tools, for example, 72% is frequently using cybersecurity software
whereas only 13% any quality tools such as Pareto diagrams.

Please fill in your affiliation with the following business tools:

| have heard of it ® | am aware of it, but it is not used

H |t has been used in the past H |t is used frequently

Figure 24 Response to the question: Fill in your affiliation with the presented business
tools (percentages)

4.217. Covid -19 Health Crisis

Question no 21: How satisfied are you with the management of the health crisis of COVID

19 by your organization?

&

Question no 22: Has your organization already set specific actions for the management

of the existing and future COVID 19 related risk affecting the organization?

Given the time the survey took place, It was interesting to see how the surveyed
companies dealt with a new risk, the global health crisis of Covid-19. With that in mind
the above two questions were asked and the feedback received was very positive. On a
satisfaction scale from 1-5 regarding the overall management of the crisis by their
company, 50% answered 5, 33% answered 4, 13% answered 3, 13% answered 2 and
only 3% answered 1%.
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How satisfied are you with the management of the health crisis
of COVID 19 by your organization?

Unsure
Dissatisfied E
Very dissatisfied I

Figure 25 Response to the question: How satisfied are you with the management of the
health crisis of COVID 19 by your organization?

Furthermore, 77% reported that they have already planned actions to address existing

and possible risks related to the pandemic.

Has your organization already set specific actions for the
management of the existing and future COVID 19 related risk
affecting the organization?

mYes

mNo

Figure 26 Response to the question: Has your organization already set specific actions
for the management of the existing and future COVID 19 related risk affecting the
organization?
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5. Conclusions

5.1. Introduction

The purpose of this survey was to investigate the depth of the diffusion of enterprise risk
management in Greek companies. Based on the review of the most relevant literature,
including books, publications, and the most prevalent frameworks, a questionnaire was

launched whose received answers were presented in the previous chapter.

This final chapter begins by analyzing the outcomes of the survey and presents a brief
conclusion. Closing, the limitations of the thesis are described, and the author gives his

suggestions for practitioners of ERM and proposals for further research on the subject.

5.2. Analysis of findings

This thesis was driven by a set of research questions which are revisited in this section.
In order to provide answers to these questions, a simple analysis and interpretation of

the data collected has to be done. The three main questions are the following.

5.2.1. What is the level of diffusion of ERM in Greek Companies?

The quantification of how well developed the ERM process is in a company, is quite
difficult. The application depends on many different factors for each company, so unless
a thorough investigations, or audit is done in each of them, there cannot be a full proof
answer. In order to tackle this issue for the purposes of this survey, based on the basic
concepts of ERM (chapter 2.4), the answers to specific questions were graded with the

following scale:

-2: Contradiction to proper ERM implementation

-1: Possible contradiction to proper ERM implementation

0: Unsure of effect to proper ERM implementation

1: Probable indicates proper ERM implementation

2: Indicates ERM proper implementation
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Some modifications had to be made to certain answers in order to apply the above
grades. The results of questions 11 and 12 were calculated as percentages for each
company, of the number of processes that answered Yes” comparing to the “No”,
excluding the “Does not exist” option. Also, from question 20 regarding the business
tools, only the 3 were included (Risk matrixes, Formalized Management Review and

Employee Feedback) as they can be considered essential to all companies.
The grades were given to each answer according to the Table 9.

Table 9 Grading matrix for maturity estimation

Question Grade -2 Grade -1 Grade 0 Grade 1 Grade 2
Special
o BRC
6.Does the organization Consultant
CAS ERM
follow any specific Safety | do not &
. . ) No COSO ERM
framework Enterprise Risk officer know Customer
~ COSO ERM
Management? Trade Credit
ISO 31000
Insurance

7.1s there a dedicated role

) o | do not Someone
in the organization’s chart No Yes
know else
relate to the ERM?
10.At what percentage of
the annual turnover the Up to 19% 20% - 39% 40% - 59% 60% - 79% 80% - 100%

organization applies ERM?

11.In which of the

organization’s processes is | Up to 19% 20% - 39% 40% - 59% 60% - 79% 80% - 100%
the ERM applied?

12.In which of the

organization’s processes

are there specific and Up to 19% 20% - 39% 40% - 59% 60% - 79% 80% - 100%
quantified objectives and

tracking?

13.1f a new member arrives,

how quickly and easily will
] . Neither
he ascertain that in the ) Probably Probably
o Disagree ) agree nor Agree
organization Structures and disagree ) agree
disagree
roles related to ERM are
established.
13.1f a new member arrives, Neither
) o ) Probably Probably
how quickly and easily will Disagree ) agree nor Agree
] ) disagree ) agree
he ascertain that in the disagree
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Question

organization procedures for
identifications and
recording of risks are
established.

13.If a new member arrives,
how quickly and easily will
he ascertain that in the
organization procedures for
evaluating the severity of
the risks established.

13.If a new member arrives,
how quickly and easily will
he ascertain that in the
organization procedures for
prioritization of risks are
established

Procedures for prioritization
of risks

13.If a new member arrives,
how quickly and easily will
he ascertain that in the
organization procedures of
recording previously
identified risks are
established.

13.If a new member arrives,
how quickly and easily will
he ascertain that in the
organization procedures for
monitoring changes in the
external and internal
environment are
established

14.In what way does Top
Management distribute

resources for the ERM?

15.How frequently does

Top Management include
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Grade -2

Disagree

Disagree

Disagree

Disagree

Never

Grade -1

Probably

disagree

Probably

disagree

Probably

disagree

Probably

disagree

There is no
specific

distribution

Rarely

Grade 0

Neither
agree nor

disagree

Neither
agree nor

disagree

Neither
agree nor

disagree

Neither
agree nor

disagree

According to

the situation

Sometimes
— When
needed

Grade 1

Probably

agree

Probably

agree

Probably

agree

Probably

agree

Itis a part of
each
process’s
planning &
It is a part of
the annual

plan

Often

Grade 2

Agree

Agree

Agree

Agree

Formally,
with a
higher
frequency
than once

per year

Always



Question Grade -2
the results of ERM in the
decision-making process?

16.How often does Top

Management sets specific Never

actions for identified risks?

17.How often does Top
Management review the
outcomes of the actions
taken for specific risks?

18.How often does Top
Management review the

performance of ERM?

19.1s there a dedicated
procedure regarding the
ERM reporting to the Top

Management?

20.Fill in your affiliation with
the presented business

tools (Risk matrix)

20.Fill in your affiliation with
the presented business
tools (Formalized

management review)

20.Fill in your affiliation with
the presented business
tools (Systemic feedback

for the employees)
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Grade -1

Rarely

No

| am aware
of it, butitis
not used &

| have heard
of it

| am aware
of it, but it is
not used &

| have heard
of it

| am aware
of it, but it is
not used &

| have heard
of it

Grade 0

Sometimes
— When

needed

When

needed

When

needed

Grade 1 Grade 2

Often Always

At least

every 3

months

At least

every 6 Every month
months &

At least

every year

At least

every 3

months &

At least

every 6 Every month
months &

At least

every year

Yes

It is used
frequently &
It has been
used in the
past

It is used
frequently &
It has been
used in the
past

It is used
frequently &
It has been
used in the

past



Having applied the above method of grading, the final result for each company came

from the average of the individual questions. Using the scale from the Capability Maturity

Model each company was categorized accordingly:

<0 Initial - Ad hoc: The ERM process at this level of maturity is probably

undocumented and in a state of dynamic change, tending to be driven in an ad
hoc, uncontrolled, and reactive manner by users or events.

<0.5 Repeatable — disciplined process: The ERM process at this level of maturity

probably has some practices that are repeatable. The discipline is unlikely to be
rigorous, but where it exists it may help to ensure that existing processes are
maintained during times of stress.

<1 Defined — standard: The ERM process at this level is defined and established.

The process may not have been systematically or repeatedly used - sufficient for
the users to become competent or the process to be validated in a range of
situations.

<1.5 Capable: The ERM process at this level probably effectively achieves the
company’s objectives and can be evidenced across a range of operational
conditions. Process users probably have experienced the process in multiple and
varied risks and are able to demonstrate competence.

<=2 Efficient: At this level probably of maturity, the risk management principles
are integrated fully within the management system and the focus is placed on the

continuous improvement of the process.

As shown in figure 27, 72% of the surveyed companies are at the lowest two maturity

levels, whereas the highest two consist of the 8%.
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ERM Maturity Level of Surveyed Companies

m Ad hoc

m Repeatable
u Defined

® Managed

u Optimizing

Figure 27 ERM Maturity Level of Surveyed Companies

5.2.2. What is the approach of Greek Companies regarding different risks?

The next question that is attempted to be answered by the survey is whether Greek

companies have assessed all major risk types and how do the approach them.

By just switching the rows with the columns of figure 28 and looking at the answers in
percentages, we can see that regarding reputation & public image (29%), compliance
(30%), environmental & social (23%), cybersecurity (31%) and political (23%) risks the
most prevalent approach was “Averse”. Similarly, for financial risks most common choice
was “Cautious” (25%), for strategic “Open” (25%) and for operational “Minimalist” (23%).
Compared to the others, political related risks received the highest percentage in the
“Not assessed category” (18%).
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Company's approach for different risk types

Al
-
ESS#;?:L?Q? Financial Strategic ~ Operational Compliance E;]Vg osnorgizrlwt Cyber;ecurlt Political

= Hungry 3% 1% 3% 3% 0% 4% 4% 1%

m Open 12% 17% 25% 18% 12% 11% 8% 8%

u Flexible 18% 14% 17% 20% 17% 18% 8% 16%

= Cautious 13% 25% 18% 20% 18% 17% 22% 16%

® Minimalist 17% 13% 21% 23% 18% 21% 18% 17%

u Averse 29% 23% 9% 11% 30% 23% 31% 23%

® Not assessed 7% 7% 7% 5% 6% 6% 9% 18%

Figure 28 Company's approach for different risk types

In order to identify the most common approach for each company, the Author counted
how many times each approach was selected in the same company when it came to
specific risks. In case of a tie the result was selected based on how the skewness of the
distribution and if this was not possible, by comparing with the answers to question 10).
“Averse” approach was the most frequent (26%), followed by “Minimalist” (24%),
“Cautious” (21%), “Flexible” (17%), “Open” (10%), and the least selected was “Hungry”
(2%).
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Most common approach for different risk types

m Averse

= Cautious
& Minimalist
u Flexible

m Open

u Hungry

Figure 29 Most common approach for different risk types

5.2.3. How familiar are Greek companies with different business tools related
to ERM?

The third point focused on this analysis is the use of business tools related to the ERM
in Greece. By grouping the possible answers to the question 20 (Affiliation with the
business tools) in to 2 categories, the ones that are or have been used in the company
and the ones that have never been used we can see the familiarity of these tools.
Unsurprisingly, the most commonly used tool is the “Cybersecurity software” at 82%, that
can include a wide range of software, from a simple antivirus program installed in almost
every computer to complicated and dedicated software for the prevention of cyber-

attacks.
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Business tools that are or have been used by the companies

Risk matrixes 35%
Business intelligence software 30%
Quality tools 20%

Cybersecurity software
Systemic updates for changes in the tax..
Subscriptions to media outlets
Systemic updates for changes in the legislation
ERP software
Systemic feedback for the employees
Participation in forums concerning the core.. | NG
Customer satisfaction surveys
Cooperation with external consultants
Formalized management review
Surveys regarding the organization’s public image
[ 35%]
L 30%|
[ 20%

Figure 30 Business tools that are or have been used by the companies

5.3.Conclusion

Based on the results of the survey it appears that the concept of the Enterprise Risk
Management is not largely integrated in Greek companies. With over one third of the
surveyed companies reaching a grade lower than zero, it is evident that most companies
do not approach risk management as a holistic idea, and some of them probably may
not manage the risks in all aspects of their operation. The analysis shows that the ERM
maturity level in Greece is low with most companies taking a reactive role in risk
management rather than a proactive one, and the authors believes it is safe to assume

that many companies still perceive risks only in a negative connotation.

By comparing the maturity level of the companies that are certified with at least one of
the most common ISO standards, 9001, 14001 or 45001 (OHSA 18001 equivalent), we
can observe a big difference in the results. 92% of the not certified companies are in the
“Ad hoc” and “Repeatable” maturity levels, whereas for the certified ones these two levels
amount to 60% (Figure 31). Still, even for the certified companies the maturity levels are
low but based on the risk and opportunity culture these standards cultivate, substantial

improvement can be noticed.
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Comparison of Maturity on ISO certified Companies

50%

42%
30% 30% 30%
10%
6% 0
|

Ad hoc Repeatable Defined Managed Optimizing

m Certified with ISO 9001, m No ISO certification
14001 or 45001

Figure 31 Comparison of Maturity on ISO certified Companies

This survey also tried to investigate the risk appetite of the participating companies. Even
though most companies answered (figure 12) that they mostly take an open approach
(Willing to consider all potential delivery options and choose the one that is most likely
to result in successful delivery while also providing an acceptable level of reward), when
contrasting the distributions with the most common answers to question 8 (figure 32) big
discrepancies can be observed. When it comes to individual risks, companies selected
more reserved answers with the prevalent being “Averse” (Avoidance of risk and
uncertainty is a key Organizational objective). One possible explanation for this
discrepancy is that maybe there is not a clearly defined risk appetite which can even
cloud the vision of the responders of the questionnaire. Another explanation is that not
all risk types receive the same focus, so in the estimation of the overall approach they
are not considered equally. The only types of risk in which the most popular answer was
not “Averse” were the financial (Cautious), the strategic (Open), and the operational
(Minimalist). These risk types can be considered as more “traditional’, so more
consideration could have been placed on them. If the rest types have not been evaluated

sufficiently, it is logical to select the most reserved approach.
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Comparison between the overall and most common risk

approach
6%
4%
0 1%
6%
Averse Cautious Minimalist Flexible Open Hungry
m Overall approach (Question 8) = Most common approach (Question 9)

Figure 32 Comparison between the overall and most common risk approach

Finally, regarding the use of business tools, it is troubling to see low percentages in
instruments that can greatly benefit any company. It is surprisingly to see such a low
percentage in the usage of risk matrixes, since they are considered the most basic tool
of risk assessment and are used by most companies, at least for the occupational health
and safety risk assessment. The reasoning behind this percentage could be that even
though risk matrixes exist in the company, they are not updated or used frequently. A
formalized management review, that is only done approximately done by half of the
surveyed companies, is an almost essential practice to assess the performance, define
the strategy and plan all necessary actions. Regardless of the context of each company,
some form of management review should take place, frequently, in all companies.
Quality tools showed the least familiarity which can be expected, because they require
a specific knowhow to apply them properly and many of them cannot be considered as

transversal.
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5.4.Limitations of the study

This survey aims to provide contribution to the theoretical approach as well as give an
overview of the existing status however, each research design is associated with certain

limitations. The limitations of this research are acknowledged and discussed as follows.

One difficulty that was identified early in the planning stage of the survey was the general
inexperience with the relevant terminology in the Greek market. In order to assist the
participants, the choice was made to form the questionnaire in Greek. Even so, based
on the feedback, it appeared that some participants were not familiarized with the
terminology and some questions might not have been understood fully. Furthermore,
some hesitance was observed from a few participants in providing answers for their
company since the topic relates to operational organizations, strategic views, and

decisions (even though it was anonymous).

From a total of over 6500 emails sent, the survey was made base on the 98 receive
answers. Even though there is a variety in the in the participants on the field of business,
turnover, years in operation, etc. the results cannot be considered as a statistically
accurate depictions of the current state of Greek companies. The survey presents an
overview of the ERM application in Greece according to the participant's answers.
Another limitation is the dependence on the answers provided questionnaire since there
is no way to validate any of them. To acquire a precise view of the current status, specific
audits or interviews must be conducted in companies representing all segments of the

market.

The maturity estimation method was based on accredited literature but was developed
specifically for the purpose of this master thesis, so the conclusions should be received
as estimations. As a result, depending on the interpretation of the data collected, the

outcomes of the evaluation can receive further examination and explanation.

5.5.Recommendations

In the previous concluding chapters the achievement of the objective of this master thesis
is demonstrated. In this chapter the author gives his recommendations on how to

improve the ERM diffusion and maturity level in Greece.
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It is evident that although a lot of progress has been made globally in the adoption of
proven busines practices, many companies still lack some fundamentals. Depending on
the organization level and context of the company, it could prove overwhelming to try to
implement everything all at once. The key to improvement is to set specific goals and lay
achievable landmarks. In the case of ERM implementation the adoption of some of the
tools described previously such as a management review, can provide added value to
any company. A crucial aspect is the establishment of appropriate input methods since
this is the beginning of everything. Again, by starting small with feedback from the
employees, searching for relative information to the conduction of focused surveys, all
companies must be able to perceive changes, and therefore risks in their environment.
Any extra information will also help in the more efficient management of the risks
identified.

From general to more structured processes, any company can benefit greatly by studying
and applying the instructions of already existing ERM frameworks. Depending on the
needs and available means of any organization, nowadays it is easy to have access to
frameworks such as ISO 31000, COSO 2017, or many other self-assessment
frameworks. By following any of these guidelines a company can have a clear
understanding of what needs to be done and where are the weak points of its existing

organization.

As seen in figure 31, the certification of the 3 core ISO standards (Especially 9001) can
be the starting point for an ERM system. By addressing the requirements of the
standards, the ERM process can be integrated more smoothly in the company’s

organization, since many of the requirements are common.

At one level or another all companies manage their risks; the real question is how well
they do it? Risk management in some forms can be found in every organization but the
point of ERM is to transition from a silo approach to a more holistic in order to achieve
greater value creation. Companies should try to see the “bigger picture” and have a focal
point of all their risks to better manage them. Just to provide a parallel example, all
departments of the company are involved directly or indirectly with money transactions
and funding. Efficient management cannot be achieved if everyone worked on its needs
individually, that is why in all companies it is handled by a specific person or department.
The same goes for risk management; the assignment of a dedicated person or team for

this task can improve drastically the overall performance.

Lastly, an idea worth considering is the increase of legal requirement from only an

occupational health and safety risk assessment to a Business risk assessment /
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management system. As done in other countries, this would force all companies to
further enrich their overall risk management approach. If done correctly, it should

increase the viability of the companies and therefore strengthen the Greek economy.

5.6. Proposals for further research

Avenues for much extensive research on the topic can be derived from the findings and
limitations of this thesis. As a proposal for other researchers the author suggests
focusing on a defined segment of the Greek market and conducting interviews with a
sufficient sample size. By doing so the research becomes more focused and the results

less general.

Other topics that could also be considered are the estimation of the added value created
from the proper implementation of ERM (maybe in the form of case studies), the
collection and analysis of existing implementation methods and practices, or the

comparison of the results from Greek companies with other similar countries.
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7. Annexes

7.1.Survey

Survey for the diffusion of Enterprise Risk Management in Greek companies

ACIOTINOI CUPMETEXOVTEG,

To mapdv epwTNUATOASYIO ATTOTEAEI HEPOG DITTAWUATIKAG £PYOCIAG TOU PETATITUXIAKOU
TTpoypdpuarog oroudwyv MBA TQM, Tou lMavetmotnuiou Meipaiwg, pe TiTAo «Diffusion

of Enterprise Risk Management in Greek companies».

O péoog xpovog cuuTTARpwWoNG Tou epwTnuaToAoyiou uttoAoyiletal oTta 14 AeTTTd.

O1 epwTnoEIg aPopOoUV KaBapd To TTAICIO AsITOoUpyiag TNG eKACTOTE ETTIXEIPNONG, WG €K
TOUTOU, BEV UTTAPXOUV OWOTEG Kal AdBog atravtrioelg. O1 atmavThoelig 0ag 0 OAEG TIG
EPWTNOEIC €iVOl OVWVUUEG KOl EUTTIOTEUTIKEG, Kal Ba  xpnoigotroinbouv  pévo

OMOBOTTOINPEVEG VIO TOUG OKOTTOUG TNG £PEUVOC.

2.0G EUXOPIOTW €K TWV TTPOTEPWV YIA TN CUMMETOXI OQG,
Nikag ewpylog

MeTartrTuxiokog @oitntig (A.M.: MAEOIT1713)
TnAépwvo etmikoIvwviag: +306942244085

MNa T1epIc00TEPEG  TTANPOPOpPIEG WTTOPEITE va  atreuBuvbBeite  oOTOV
AvatrAnpwTt Kabnyntr, Mdpko Todyka.

https://www.unipi.gr/unipi/el/mtsogas.html

1. Ze 11010V KAGOO dpaocTnPIOTTOIEITAI N ETTIXEIPNON 0AG;

2. Téoa xpovia eival ge AeiItoupyia n €Tmixeipnon;

e 0-1
e 1-5
e 5-10
e 10-15
e 15-20

e Avw Twv 20

eMRAETTOVTO

3. Tloiog gival 0 cuvoAIKOG apIBudS UTTAAANAWY TTOU ATTOOXOAEI N ETTIXEIPNON;

e 1-9

e 10-24

o 25-49

e 50-99

e 100-199
e 200-500

e Avw Twv 500

4. H emyxeipnon amoTeAei EPOG VOGS HEYOAAUTEPOU OPYAVIOUOU;
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e Na
e Ox

Eival n emixeipnon moTotoinuévn cUP@WVa Pe KATTOIO OTTO TA TTAPOKATW
TTPOTUTIA;

e Ox
e 1SO 9001
e ISO 14001

e [SO 45001/ OHSA 18001

AkoAouBgi n eTTixeipnon KATTOI0 CUYKEKPIYEVO TTAdiolo (framework) yia Tnv
dlaxeipion emxeipnuaTikou Kivduvou (ERM);

e Ox

e |SO 31000

¢ COSOERM 2017

e COSO ERM 2004

e CAS ERM

e AMlho...

YTTapxel OUYKEKPIPEVN BEON OTO OpyavOYPOUHA TNG ETAIPIAG OXETIKN WE TO ERM;
Edv &ev uttdpyel aAAd To avaAauBAavel aTTOKAEIOTIKA KATTOI0G AAAOG, TTAPOKAAW
OUMTTANPWOTE TNV B€0n TTOU £x€l 0TO TTEdIO "AANO".

e Nai
e Oyx
e AA)o...

Mola atrod TIG TTAPAKATW EKPPACEIG TTIIOTEUETE OTI TTEPIYPAPEI KAAUTEPA TNV

TIPOCEYYION TNG ETAIPIOG YIA TNV dIAXEIPION PIOKWY;

e Averse: H atmmoguyr piokwv kai aBéBaiwv kataoTdoewv gival Bacikdg 0TOX0G.

e Minimalist: IMpoTipnon TTOAU ao@AAWV ETTIAOYWYV O1 OTTOIEG £XOUV TTOAU JIKPO
BaBuo piokou kal avTapoiBig.

e Cautious: MNpoTignon aoc@AAWV ETTIAOYWYV O1 OTTOIEG £XOUV TTEPIOPICUEVO PaBUO
piokou / avTapoIBAg.

e Flexible: MpoBupia avaAnwng dikaloAoynuéEVWY PICKWY, HE TIG avAAOYEG
avTapolBEG.

e Open: MNpoBupia e¢€Taong OAwv Twv TOAvVWY ETTIAOYWYV Kal ETTIAOYH €KEIVNG N
oTroia gival o TOavo va emEEPEl TIG BEATIOTEG avTapoIBEG ouvuTToAoyifovTag
TTOIO €ival TO ATTOOEKTO ETTITTEDO PIOKOU.

e Hungry: TTpoTigNon KAIVOTOUWV AUCEWV Ol OTTOIEG UTTOPOUV VA QEPOUV TIG
MEYIOTEG AVTAUOIBEG AVECAPTATWG TOU ETTITTEOOU TOU PIOKOU.

Aedopévou 0TI n KABe eTixeipnon diaxelpifeTal ue dIAPOPETIKO TPOTTO TIG

OIaKIVOUVEUOEIG AVAAOYQ E TNV QUCT TOUG, TTOPAKOAW CUPTTANPWOTE GTOV
TTOPOKATW TTiVOKA TNV TTPOCEYYION TNG £TAIPIOG Yo KABE évav atrd TOUG TTOPAKATW
TUTTOUG pioKOU BACEI TWV EPUNVEIWV TNG TTPONYOUUEVNG EPWTNONG:



Not Averse  Minimalist Cautious Flexible Open  Hungry
assessed

Reputation &
public image
Health and
safety
Financial
Strategic
Operational
Compliance
Environmental
& Social
Cybersecurity
Political

10. Z¢ TI TTOO0OTO TOU KUKAOU £pYaACIwV (TTOOOOTO TTEAATWV) TNG ETTIXEIPNONG
epapudleTal To ERM;
o 'Ewg19%
o 20% -39%
o 40% - 59%
o 60% -79%
o 80% -100%

11. Z¢ TToIEC ATTO TIC TTAPAKATW OIEPYATies (processes) TNG ETMIXEIPNONG EQapPOLeTal
10 ERM:

Agv uTTdpxel OTNV

Nai Oxi eTIXeipnon n
digpyaaia
Accounting
Customer Support /
After Sales
Finance

Human Resources
information technology
(IT)

Legal

Management
Marketing

Product Development
Quality and
improvement
Research and
development

Sales

Supply chain
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12. Z¢ TTOIEC ATTO TIG TTAPAKATW OIEPYATIES (Processes) UTTAPXEI OUYKEKPIPEVN KAl
TTOOOTIKOTTOINKEVN BEOUOBETNON OTOXWV:

Agv uTTGpXEl OTNV

Nai Oxi ETMXEipnon N
dlepyaoia
Accounting
Customer Support /
After Sales
Finance

Human Resources
information technology
(IT)

Legal

Management
Marketing

Product Development
Quality and
improvement
Research and
development

Sales

Supply chain

13. Edv £pBel éva Kaivoupio oTEAEXOG OTNV £TTIXEIPNON Ba SIaTTIOTWOEl EUKOAQ Kal
ypriyopa OTI 0TN ETTIXEIPNON UTTAPXOUV:

Oure
. MaAAov OUHPWVW MaAAov ,
Alopwvw 5 . , . ZUPOWVW
I0PWVW ouTe OUPPWVW
IaQWVW

Aopég kar poAoi
OXETIKOI UE TO
ERM
Aiadikaocieg
avayvwpiong Kai
karaypaeng
OIaKIVOUVEUTEWYV
Aiadikaocieg
EKTIUNONG NS
Bapurnra¢ rwv
OIaKIVOUVEUTEWYV
Aiadikaoieg
Kkararaéng
TTPOTELAIOTHTWY
Twv
OIaKIVOUVEUOEWY
Aiadikaocieg
Karaypagng
maAQIoTEPWV
OIaKIVOUVEUTEWV
(risk portfolio)
Aiadikaoieg
TapakoAoubnong
aMaywyv oTo
EEWTEPIKO N
EOWTEPIKO
mePIBaAAov

77



14.

15.

16.

17.

18.

19.

20.
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Kupiwg pe o160V TpOTTO N avwTepn dloiknan diavéuel TTOpoug (UAIKOUG Kal
avBpwTivoug) yia 1o ERM;

o Agev UTTAPXEI CUYKEKPIPEVN KATAVOWN)

e AvaAOYWG UE TNV TTEPIOTAON

e JUYKATAAEYETAI OTIG AVAYKEG TNG EKAOTOTE dlEPyaTiag

o AtroteAei p€pog Tou £TACIOU OXESIACHOU

e ETmionua, peyaAltepng ouxvoTnTag TNG ETACIAG

21a TAQiola NG €TTIXEipNONG, N avwTtaTn dloiknon AauBdvel Ta atmoTeAéoPATa TNG

dlaxeipIong TOU ETTIXEIPNCIOKOU KIVOUVOU OTNV AW aTToQACEWV:
e ZTTaviwg

MepikEg @opég — OTav xpeldleTal

2uxva

2UVEXWG

H avwTtatn dloiknon epapuolel evEPYEIES DIAXEIPIONG O€ ETTIAEYUEVEG
OIaKIVOUVEUTEIG:

e [loTé

e 2TTAViWG

o KaTtd TTepiTITIon

o uxvd

o JUVEXWG

H emixeipnon kdvel avaBewpnon TwV ATTOTEAECHATWY TWV EVEPYEIWY TTOU £XOUV

TTapBEi yia TIG ETMAEYHEVES BIAKIVOUVEUDEIG:
e To apydTepo KAGBE prva

e To apyoTepo KABE 3 pAveg

e To apyoTePO KABE 6 pAvEG

o To apyodTepo KGBe Xpodvo

e Kartd mepiTrTwon

H emixeipnon kavel avaBewpnaon Kal avackOTnon Twv emdécewv Tou ERM:
e To apydTeEpo KABE priva

e To apyoTepo KABe 3 prveg

e To apyoTEPO KABE 6 Prveg

e To apydTepo KABE XpoVOo

e Kard mepiTrTwon

YTrdpyel KATTol0 CUYKEKPIPEVN dladikaaia avagopwy (reporting) TTPOg TNV AVWTEPN

dloiknaon yia 1o ERM;
e Nai
e Oxi

AedopEVNG TNG HEYAANG TTOIKIAIaG epyalgiwy ouAAoyng, dlaTAPNONG, avaAuong
TTANPOPOPIWY Kal OESOUEVWY, gival TTOAU SUCKOAO va £xel KATTOI0G TIPOCWTTIKI

euTTEIpia hE OAQ. ZUPTTANPWOTE TTAPAKAAW TNV OXECN CAG JE TA TTOPAKATW
EpyaAcia:



To yvwpilw, aAA&

. To éxoupe To
Ta éxw Gev 1o OIJOTTOINOEI OIJOTTOIoUNE
OKOUOTA  XPNOIMOTTOIOUME XPnoty ¢ XPnoty H
OTO TTapeABOV ouaTNUATIKA

aTnv €TMIXEIpPNON
lNivakeg ektiunong
KivoUvou (risk
matrix)
Epeuves OXETIKG
ue TNV énuoéoia
EIKOVA TNS
Emixeipnong
Epeuveg pétpnong
IKavotroinong
meAarwv
2vuorthiuara ERP
(SAP, Soft1 k.a.)
lMpoypduuara
Business
Intelligence
(Tableau, Power
Bl k.a.)
2UVOPOEC O€
évrutra Kail dGAAa
uéoa evnuépwaong
lNpoypduuara
wneiakng
aocpdAsiag
(Antivirus s/w,
data encryption)
MéBodoi
Evnuépwaong yia
nv vouoBeaia
(ouvepyaaoia e
E=YTIM,
ouvopoun o€
EVTUTTA K.Q.)
Aopnpévn
avaockormnon tng
Aioiknong
EpyaAcia
moiotnracg (6
sigma, Pareto
K.a.)
MéBodoi
Evnuépwaong yia
TIS aAdayég otnv
popoAoyia
(2euivépia
ouvopoun o€
EVIUTIa K.Q.)
SUUUETOXN O€
forum i nuepideg
OXETIKES LUE TIC
Baoikég
Agiroupyieg NG
EMIXeipnong
Aouéc
Karaypagng
avadpaong
(feedback) amé
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21.

22.

23.

24.

25.

TOUS
epyalouevous
2uoTnuarikn
ouvepyaaia e
ouuBouAoug /
OUUBOUAEUTIKES
eTaipies

Méoo IKavoTToINuéVOG €i0Te PE TNV dlaXEipIon TNG UYEIOVOMIKAG Kpiong Tou COVID-
19 ato TnVv eMIXEipNON 0ag;
KaBoAou

1
2
e 3
4
5

MoAU

‘EXEI TTPOXWPACEI N ETTIXEIPNON O€ OPICUO CUYKEKPIMEVWV EVEPYEIWV VIO TV

dlaxEipion TWV UTTAPXOVTWY Kal HEANOVTIKWY ETTITITWOEWYV TNG KPIiong;
e Nai
e Oyx

Molog €ival 0 pdAOG 0OG OTNV €TTIXEIPNON;

O e1A010¢ KUKAOG €pyaciwy TnG emxeipnong yia 1o 2019 Arav:
e 'Ewg 999,099€

e 1,000,000€ - 4,999,999€

e 5,000,000€ - 9,999,999€

e 10,000,000€ - 19,999,999€

e 20,000,000€ - 39,999,999€

e Avw Twv 40,000,000€

2TO TTAPAKATW TTAQICIO PTTOPEITE VO CUPTTANPWOETE OTI Ba BEAATE VO avaQEPETE yIa
10 ERM ka1 &gv ouptrepiAapBdveral oTIG TTAPATTAVW EPWTACEIC:

20G EUXAPIOTW TTOAU yIa ToV XpOvo 0ag.

Edv evdia@épeaTe va AGBETE T OTTOTEAECUATA TNG £PEUVAG, TTAPAKAAW CUPTTANPWOTE
OTO TTAPAKATW TTEDIA T OTOIXEIA ETTIKOIVWVIAG 0OG.

Ovopatemwvuuo

Email
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7.2. Cover Letter

Subject: MeAétn yia v Alaxeipion Emixeipnuatikou Kivouvou (Enterprise Risk
Management)

Npoc Tov AiguBuvovTta ZUuBoulo, Ta yéAn TN Avwtarng Aloiknong n 1ov Y1relBuvo via
TNV dlaxEipion £MMIXEIPNUATIKOU KIVOUVOU

ACIOTINOI CUPMETEXOVTEG,

OvopaZouar Nikag Mewpylog Kal oag atTooTEAAW auTd TO £PWTNPATOASYIO OTa TTAGICIO
TNG OITTAWWMATIKAG MOU EPYOCIAG TOU PETATTITUXIOKOU TTpoypduuaTog attoudwyv MBA Total
Quality Management, Tou MavemmoTtnpiou Meipaiwg, ue TiTho «Diffusion of Enterprise Risk
Management in Greek companies». H HeAETN TTpOCTTOBET va KATAVOAOEl TO €TTITTEDO TNG
eQapuoyng Tng diaxeipiong emixeipnuaTtikou Kivduvou (Enterprise Risk Management)
otnv EANGDa, KaBwg Kal TIG ueBAdOUG Kal Ta EpYaAEia TTOU XPNOIKMOTTOIOUV Ol EAANVIKEG
EMXeIPAOEIC. MPOKeITal yia PIa atTo TIG TTPWTEG PEAETEG TTOU YivovTal OTNV XWPA HAG
OXETIKG pe auTtd TO BEua, TO OTToio TTPOCEAKUEl aufavouevo evdlapépov BIEBVWG.
Ocwpoupe OTI N cwaTr] dlaxeipiIon Twv pPiIcKwWv £vog opyaviouou gival avaykaia yia va
BeATioTotTrOINGei N amoédoaor Tou, KATI TO OTToio amokTd 1diaiTepn Baputnta edv
AVOAOYIOTOUWE TIG ETTITITWOEIG TTOU €iXE OXEDOV O€ OANEG TNG ETTIXEIPNOEIG EVOG KAIVOUPIOG
Kivduvog, autdg Tou COVID-19.

2710 TEAOG TOU epwTnPaToAoyiou, cuhTTAnpwvovTag Ta oToixeia oag (Email kar évoua)
EXETE TNV €TTIAOYN va AABETE Ta ATTOTEAEOUATA TNG PEAETNG OTAV ekTTOVNOE. O1 EPWTHOEIG
a@opouv Kabapd To TTAAICIO AsIToupyiag TNG EKACTOTE ETTIXEIPNONG, WG €K TOUTOU, OEV
UTTAPXOUV OWOTEG Kal AdBog atravToelg. O1 atmaviioElg 0ag € OAEG TIG EPWTATEIG Eival
QVWVUMEG KAl EUTTIOTEUTIKEG, KAl Ba XpnoIuoTroinbouv JOvo OPadOTTOINPEVES VIO TOUG
OKOTTOUG TNG MEAETNG.

20G EUXAPIOTW EK TWV TTPOTEPWV YIA TN CUPMETOXI OO,
Nikag Mewpylog

MeTtaTrTuxiokég @oitntAg (A.M.: MAEOT1713)
TnAépwvo etmikoivwviag: +306942244085

Mo TepioodTepeg TTANPOPOPIEG MTTOPEITE va atreuBuvBeite kal otov EmRAéTwY
AvatrAnpwTr) Kabnyntr, K. Mdpko Todyka.
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https://docs.google.com/forms/d/e/1FAIpQLSfV3wL8BscadYiY0hxKgaQQvTMkZaL1W680mwzkBxUhpCv9kQ/viewform?usp=sf_link
https://www.unipi.gr/unipi/el/mtsogas.html

